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CYBERSECURITY POLICY

1. Legal Policy
2. Local Policy
3. Administrative Regulation
SB820 Requirements

DESIGNATE  REPORT  NOTIFY
Cybersecurity Coordinator  Security Breach  Parents

Adopt a cybersecurity policy
HB3834 Requirements

**IDENTIFY**
Employees with Access

**COMPLETE**
Cybersecurity Training

**VERIFY**
Completion of Training
LEGAL vs. LOCAL

LEGAL POLICY
THE LAW
state and federal law, state and federal rules, AG opinions, case law
NO BOARD ACTION

LOCAL POLICY
BOARD POLICY
clear statement by the board requiring or authorizing action
BINDING ONCE ADOPTED
CQB(LEGAL)

1. Cybersecurity Policy
2. Cybersecurity Training
3. Security Breach Notification
4. Cybersecurity Information Sharing Act
5. Access to Electronic Communications
Each school district shall adopt a cybersecurity policy to...

1. Secure district cyberinfrastructure against cyber attacks and other cybersecurity incidents
2. Determine cybersecurity risk and implement mitigation planning
CQB(LOCAL)

- COORDINATOR (SB 820)
- TRAINING (HB 3834)
- PLAN (SB 820)
- SECURITY BREACH NOTIFICATIONS

Cybersecurity
CQB(LEGAL)

Resources

CQB(LOCAL)

SB820/HB 3834

Overview

1. PLAN
   District develops plan aligned with DIR standards

2. REVIEW
   Review plan periodically and coordinate w/ other plans

3. COORDINATOR
   Designate coordinator to be TEA liaison

4. TRAINING
   Select training program from DIR, train staff

Questions
Cybersecurity Plan?
Texas Education Agency's Cybersecurity Tips and Tools: https://www.texasgateway.org/resources/cybersecurity-tips-and-tools


Megan McGufficke
TASB Policy Service
megan.mcgufficke@tasb.org
800-580-7529